Ahnlab

EPP Patch Management

Patch Faster, Protect Better

Verified by AhnLab's In-house Patch Lab
Efficient Management through Unified Platform

AhnLab EPP Patch Management is an established patch management solution that delivers
differentiated patch reliability verified by AhnLab’s own in-house Patch Lab. It provides various and
convenient management features as well as threat protection based on AhnLab EPP (Endpoint
Protection Platform), thereby contributing to business continuity.
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Reliable
Patch

+ Verified by AhnLab’s Patch Lab
+ Various patch management options

Efficient
Management

+ Easy to deploy and implement
+ Automated patch management
- Diverse administrative features

%
Enhanced
Security

+ Reinforced response through integration
+ Seamless monitoring via web-based
management console

Advantages

AhnLab EPP Patch Management provides an enhanced threat response as well as system hardening via

integration with multiple security solutions based on AhnLab EPP, an exclusive endpoint protection platform.

 Greater ease in deployment, operation, and management via a single management console and agent
» Powerful threat response through integration with multiple security solutions

Plug-in EPP
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Key Features AhnLab EPP Patch Management provides various features for efficient and effective patch
management and asset management.

- Supports patch and upgrade of OS

- Supports wide range of patches for more than 10 kinds SW including MS office

- Sorts out and automatically installs the appropriate patches according to the system
environment of each PC

- Able to adjust time and systems settings for patch application, patch cycle, and rollback

- Supports various settings for patch load balancing

+ Supports Korean/English/Chinese/Japanese patch

- Monitors the installation of recommended or prohibited software (SW) according to the
organization’s policy
Asset - Allows distribution of the installation file for recommended SW

\ELEREnEY - Blocks internet access on PCs that violate security policies, such as installation of
prohibited SW

- Allows easy management and application of software and security patch for multiple
PC and servers

- Enables unified management and operation based on Next-Generation Endpoint
Protection Platform, AhnLab EPP

,\,,'2}12%’2}1?;’“,( - Operates solution based on single management and single agent

- Supports configuration of integrated rules and response measures for multiple
security solutions

+ Provides dashboard to allow system administrators to know the operational status
F'.I'_._Z/lq in one glance
— - Offers detailed report and summary regarding the user, agent, patch, SW, and HW
- Provides accumulated report on configuration items
- Supports real-time monitoring on patch management status

Reporting and
Monitoring
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